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PREFEITURA DO MUNICIPIO DE SAO PAULO

SECRETARIA MUNICIPAL DA EDUCACAO
Secretaria Municipal de Educacao/Protecao de Dados
Rua Borges Lagoa, 1230, - Bairro Vila Clementino - Sao Paulo/SP - CEP 04038-
003
Telefone: 113396-0571

Assunto: Orientacdes sobre a Lei Geral de Protecao de Dados (LGPD)
Sao Paulo, 24 de marco de 2025.
MEMORANDO PROTECAO DE DADOS n2 01/2025

Prezados(as),

Este memorando tem como objetivo informar e orientar todos os servidores,
colaboradores e parceiros da Secretaria Municipal de Educacao sobre as obrigacodes
e diretrizes estabelecidas pela Lei n? 13.709/2018, conhecida como Lei Geral de
Protecao de Dados Pessoais (LGPD), que visa garantir a privacidade e a seguranca
dos dados pessoais.

A LGPD entrou em vigor para regulamentar o tratamento de dados pessoais,
assegurando direitos aos titulares e impondo responsabilidades as organizacdes que
os tratam. Dessa forma, a conformidade com a legislacao é essencial para garantir a
protecao dos dados, mitigar riscos legais e manter a confianca do servico publico
prestado por esta Secretaria.

Em 2022, a Secretaria Municipal de Educacao publicou a Instrucao Normativa n®
52/2022, que dispde sobre a Politica de Privacidade e Protecao aos Dados Pessoais
no ambito da instituicdo. Tal normativa define os atores e agentes responsaveis pela
manutencao e fiscalizacao da conformidade com a LGPD. Nesse contexto, todas as
areas da Secretaria devem estar atentas as suas responsabilidades no tratamento
de dados pessoais, conforme detalhado nas diretrizes a seqguir.

Inicialmente, destacam-se alguns conceitos importantes a serem relembrados:



Dados pessoais Dados Pessoais sao informacodes, presentes
tanto em meio fisico quanto digital, que
tém a capacidade de identificar, direta
ou indiretamente, uma pessoa natural.
Em outras palavras, sao dados que, ao serem
analisados, podem revelar aspectos sobre a
intimidade, a vida privada, a imagem e a
identidade de um individuo, permitindo sua
identificacao ou tornando-a possivel.

Dados pessoais Dados Pessoais Sensiveis sao aqueles que
sensiveis revelam informacoes sobre a origem
racial ou étnica, crencas religiosas,
opinioes politicas, filiacao a sindicatos
ou a organizacoes de carater religioso,
filosdofico ou politico, além de dados
relativos a saude, vida sexual, dados
genéticos e biométricos.

Como o conceito de dado pessoal é
contextual, uma informacao que, em
principio, nao se enquadra como dado
sensivel pode, em determinadas
circunstancias, tornar-se sensivel.

Imagem Qualgquer imagem que possa ser associada
a uma pessoa natural é considerada um
dado pessoal, conforme a definicao da
LGPD ('informacao relacionada a pessoa
natural identificada ou identificavel').
Contudo, nem todo contexto em que a
imagem é utilizada caracteriza a presenca de
dados pessoais sensiveis.

Informacodes retiradas da revista “Robd e a Turma da LGPD no Controle dos Seus Dados Pessoais” -
publicada pela Controladoria Geral do Municipio - SP em 2024.

Importante enfatizar, também, trés principios fundamentais da seguranca da
informacao que devem permear todas as acdes da SME relacionadas a dados
pessoais:

Confidencialidade | A confidencialidade traz a nocao de que os dados
e as informacdes devem ser acessiveis apenas
as pessoas autorizadas, o que visa a garantir que
dados e informacdes confidenciais nao caiam em
maos erradas. A quebra da confidencialidade
(acesso nao autorizado de terceiro), além de ja
ser um incidente de seguranca, também pode
gerar, por exemplo, um vazamento de dados
pessoais.




Disponibilidade A disponibilidade, por sua vez, é a ideia de que
0os sistemas que mantém os dados e as
informacdes permanecam disponiveis quando se
fizerem necessarias, isto a fim de evitar a
interrupcao do uso desses dados e dessas
informacdes. Qualquer interrupcao pode gerar,
por exemplo, a interrupcao da prestacao de um
servico publico.

Integridade A integridade, por fim, garante que os dados e as
informacdes sejam precisos, ou Sseja, que nao
sejam alterados de forma nao autorizada.
Qualquer alteracao indevida pode, por exemplo,
comprometer a confiabilidade dos dados e das
informacodes.

Posto isto, destacamos algumas acdes preventivas para que a Lei Geral de Protecao
de Dados seja devidamente aplicada no ambito da Secretaria Municipal de
Educacao, incluindo seus equipamentos: Escolas Municipais, Centros de Educacao
Unificados, Orgdos Centrais e Regionais.

- Publico-alvo da Secretaria Municipal de Educacao (SME): A SME atende mais
de 1 milhao de bebés, criancas, adolescentes, jovens e adultos com o objetivo de
garantir seu desenvolvimento integral, a partir do fortalecimento das politicas de
equidade e de educacao inclusiva, além de garantir as condicdes necessarias para
gque sejam assegurados os direitos de aprendizagem aos estudantes das nossas
escolas, respeitando suas realidades geografica, socioecon6mica, cultural e étnico-
racial.

Dessa forma, torna-se imprescindivel pensar na garantia de direitos a luz da LGPD,
gue acompanha a légica protetiva do Estatuto da Crianca e do Adolescente (ECA).
Nesse sentido, a Lei Geral de Protecao de Dados dispde que o tratamento de dados
pessoais de criancas e adolescentes deverd, sempre, ser realizado em seu melhor
interesse, nos termos do Estatuto da Crianca e do Adolescente (ECA) e da prépria
LGPD.

- Servidores e parceiros da Secretaria Municipal de Educacao: A SME conta
com mais de 90.000 servidores, além de milhares de parceiros, que atuam pela
melhoria da Educacao Publica do municipio de Sao Paulo, e todos precisam ter seus
direitos resguardados. Dessa forma, destacamos que, sempre que houver a
necessidade de tratar dados pessoais e dados pessoais sensiveis, sejam sempre
utilizados os canais oficiais disponibilizados pela Prefeitura Municipal de Sao Paulo.

Destaca-se, por exemplo, os dados relacionados a saude, que abrangem tanto a
salde fisica quanto a salde mental. Esses dados pessoais sensiveis s6 podem ser
tratados nas hipdteses previstas pela legislacao aplicavel ao tratamento de dados
pessoais sensiveis.



Autorizacao de uso de imagem: Salienta-se a necessidade de manter
atualizados os documentos de autorizacao de uso de imagem, que respaldem as
Unidades Educacionais e os demais equipamentos na utilizacao de fotos de
estudantes e/ou de profissionais em publicacbes, em documentos e/ou em redes
publicas (Projeto Politico Pedagdgico, Facebook ou Instagram institucional), sempre
com o objetivo de dar visibilidade ao pedagdégico desenvolvido.

- Utilizacao de meios oficiais de comunicacao: A Prefeitura Municipal de Sao
Paulo disponibiliza diversos sistemas e canais de comunicacao oficiais. Dessa forma,
recomenda-se que toda a comunicacao institucional seja realizada exclusivamente
por meio desses canais.

- Controle de sistemas: A Secretaria Municipal de Educacao desenvolveu os
sistemas utilizados pelas Unidades Educacionais, Orgdos Centrais e Regionais com
foco na seguranca digital. Dessa forma, cada sistema foi desenvolvido com
diferentes niveis de acesso. Considerando a constante movimentacao da Rede,
orientamos que 0s permissionamentos e niveis de acesso sejam constantemente
revisados, garantindo que apenas pessoas autorizadas tenham acesso a
informacdes confidenciais. A responsabilidade pelo wuso, reproducao ou
compartilhamento indevido de dados pessoais, recai sobre o usuario, cabendo a
devida apuracao dos fatos. Neste sentido, sempre que um servidor deixar de exercer
a funcao que lhe conferia acesso a informacdes confidenciais, seu acesso deve ser
imediatamente revogado.

Contratos administrativos e parcerias firmadas: Todos o0s contratos,
convénios, termos de colaboracao ou instrumentos congéneres devem conter
cladusulas especificas sobre protecao de dados, garantindo sua conformidade com a
LGPD e a Politica de Privacidade e Protecao aos Dados Pessoais no ambito da SME.

Ressaltamos, ainda, que o compartilhamento de dados com terceiros, decorrente de
contratos, parcerias, convénios ou instrumentos congéneres, deve ser regulado por
cladusula especifica no instrumento, sendo necessaria também a comunicacao prévia
ao Responsavel pela Protecao de Dados (RPD) na SME, para que a informacao seja
repassada ao Encarregado e, posteriormente, reportada a Autoridade Nacional,
conforme disposto no art. 37 da Lei Federal n? 13.709/2018

Aproveitamos a oportunidade para rememorar que a formacao ofertada aos
servidores da Rede Municipal de Educacao sobre o assunto segue disponivel através

d o s links: https://www.youtube.com/watch?v=j60Mp3vE2Mg&t=54s (parte 1) e
https://www.youtube.com/watch?v=W7mZkdR87A8&t=926s (parte 2).

Ressaltamos, ainda, que a Controladoria Geral do Municipio oferece manuais
completos sobre a Lei Geral de Protecao de Dados e que também foram anexados
a0 presente processo (doc. SEI 122271182 e 122271311).

Por fim, solicitamos que seja dada ciéncia do presente memorando a todos os
servidores, parceiros, contratados e quaisquer outras pessoas/instituicbes que


https://www.youtube.com/watch?v=j6OMp3vE2Mg&t=54s
https://www.youtube.com/watch?v=W7mZkdR87A8&t=926s

possuam vinculo com esta Secretaria.

A Secretaria Municipal de Educacao, por meio do Responsavel de Dados Pessoais -
instituido pela Portaria 6.274/2022 - coloca-se a disposicao para apoiar as areas a
respeito das acoes e procedimentos que envolvem dados pessoais da SME.

Contato: protecaodedados@sme.prefeitura.sp.gov.br
SEl: SME/Protecao de dados
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